**Informacja o przetwarzaniu danych osobowych**

**dla pracowników**

Zgodnie z art. 13 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony­ osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych, dalej „RODO”) Uniwersytet Jagielloński informuje, że:

* + - 1. Administratorem Pani/Pana danych osobowych jest Uniwersytet Jagielloński, ul. Gołębia 24, 31-007 Kraków, reprezentowany przez Rektora UJ.
			2. Uniwersytet Jagielloński wyznaczył Inspektora Ochrony Danych, ul. Gołębia 24, 30-007 Kraków. Kontakt z Inspektorem możliwy jest przez [e-mail](file:///C%3A%5CUsers%5CPC%5CAppData%5CLocal%5CMicrosoft%5CC%3A%5CUsers%5CMonika%5CDesktop%5Ce-mail): iod@uj.edu.pl lub pod nr telefonu 12 663 12 25
			3. Pana/Pani dane osobowe będą przetwarzane w celu:
	1. realizacji zawartej z Panią/Panem umowy o pracę – na podstawie art. 6 ust. 1 lit. b RODO;
	2. wykonania obowiązku prawnego ciążącego na Administratorze danych – na podstawie art. 6 ust. 1 lit. c RODO. W ramach wykonania obowiązku prawnego Administrator danych będzie również przetwarzać dane szczególnych kategorii (dane wrażliwe) zgodnie z art. 9 ust. 2 lit. b i h RODO;
	3. wykonywania zadań w interesie publicznym Administratora, a w szczególności zapewnienia bezpieczeństwa osób z zachowaniem ich prywatności i godności – na podstawie art. 6 ust. 1 lit. e RODO;
	4. realizacji zadań wynikających z przepisów powszechnie obowiązującego prawa, procedur wewnętrznych Uniwersytetu Jagiellońskiego na podstawie udzielonej przez Panią/Pana zgody – art. 6 ust. 1 lit a RODO.
		+ 1. Podanie przez Pana/Panią danych osobowych jest warunkiem zawarcia i realizacji ww. umowy oraz wykonania obowiązków wynikających z przepisów prawa w ramach zawartej umowy. Konsekwencją niepodania danych osobowych będzie brak możliwości zawarcia i wykonania umowy oraz realizacji obowiązków prawnych ciążących na Administratorze w związku z wykonaniem zawartej umowy. Podanie danych osobowych przetwarzanych na podstawie zgody jest dobrowolne. Jednak ich niepodanie może skutkować brakiem realizacji niektórych procedur.
			2. Zebrane dane osobowe mogą być udostępniane instytucjom i organom publicznym uprawnionym do przetwarzania danych osobowych na podstawie przepisów prawa powszechnie obowiązującego (np. ZUS, US, NIK, PIP) oraz podmiotom przetwarzającym dane osobowe na zlecenie Administratora w związku ze świadczeniem usług na rzecz Administratora.
			3. Jeśli Pani/Pana dane osobowe będą przetwarzane w ramach usługi Office 365, mogą być one przekazywane do państw trzecich (USA) na podstawie zawartej umowy powierzenia wraz z klauzulami oraz gwarancją wdrożenia przez Microsoft dokumentu zwanego „Tarczą Prywatności”.
			4. Pani/Pana dane będą przetwarzane przez okres określony obowiązującymi przepisami prawa, w tym zwłaszcza przepisami ustawy o narodowym zasobie archiwalnym i archiwach, Ordynacji podatkowej i innych ustaw podatkowych, ustawy o systemie ubezpieczeń społecznych i innych ustaw ubezpieczeniowych. Pani/Pana dane osobowe będą przetwarzane w celach archiwalnych przez okres 10 lat.
			5. Posiada Pani/Pan prawo do: dostępu do treści swoich danych oraz ich sprostowania, usunięcia, ograniczenia przetwarzania, przenoszenia danych, wniesienia sprzeciwu wobec przetwarzania – na warunkach i zasadach określonych w RODO.
			6. Jeżeli przetwarzanie odbywa się na podstawie zgody, posiada Pani/Pan również prawo do cofnięcia zgody w dowolnym momencie bez wpływu na zgodność z prawem przetwarzania, którego dokonano na podstawie zgody przed jej cofnięciem. Wycofanie zgody na przetwarzanie danych osobowych można przesłać e-mailem na adres: …………………. lub pocztą tradycyjną na adres: ……………………,

 lub wycofać osobiście stawiając się w………………………………………………………………

Konsekwencją wycofania zgody na przetwarzanie danych osobowych będzie brak możliwości realizacji przez Administratora niektórych procedur.

* + - 1. Pani/Pana dane osobowe nie będą przedmiotem automatycznego podejmowania decyzji aniprofilowania.
			2. Ma Pan/Pani prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych w razie uznania, że przetwarzanie Pani/Pana danych osobowych narusza przepisy RODO.